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● Abst ract
In the year 2018, we have witnessed the surge and the fall of  crypto-currencies. With the surge, blockchain the new technology 
behind cryptocurrencies, and its idealist ic footprint of  advanced thoughts, blockchainism it can be perhaps called, came to 
enthrall our minds. Thousands of  new ambit ious projects have been conceived and fast activated with the worldwide f renzy of  
new funding through init ial coin of ferings a novel funding mechanism in the blockchain world. Decentralized societ ies, equal 
accesses to valuable resources, reducing the cost of  middleman, f reed individuals f rom hierarchical organizations, and reducing 
the spread in inequalit ies are some of  those advanced thoughts. But the fall came; the market value for Bitcoin has collapsed
more than 7 t imes f rom its peak-value; that of  Ethereum has plummeted more than 12 t imes. These two power houses which 
have supported those progressive projects are now torn apart. Recent New York Times report reads, “Blockchain: What’s it  good 
for? Absolutely nothing, report f inds.” Another one reads, The Blockchain Is a Reminder of  the Internet’s Failure. The same 
utopian promises that bloomed during the Internet’s early days are back. Be afraid.“ Should this be the end of  our pursue to 
change and make a better world with blockchains? Obviously not. In this presentation, I would like to talk about the reality of  
blockchain technology and how distant it  is f rom the ideals. With this assessment, I would like to present some of  novel research 
progresses we made in year 2018 and talk about further research ideas to pursue in year 2019 and beyond.



Heung-No Lee graduated from University of California, Los Ange les (UCLA), U.S.A.
with Ph.D., M.S., and B.S. degrees all in Electrical Enginee ring, 1999, 1994 and 1993
respective ly. He has writ ten more than 70 inte rnational journal publications and a
hundred inte rnational confe rences and workshop papers. He worked at HRL
Laboratory, Malibu, California, U.S.A., as Research Staff Member from 1999 to 20 0 2.
He worked as Assistant Professor at the Unive rsity of Pit tsburgh, Pit tsburgh,
Pennsylvania, U.S.A. from 20 0 2 to 20 0 8. He then moved to Gwangju Institute of
Science and Technology (GIST), Republic of Korea, in 20 0 9 where he is currently
tenured full professor. His research lie s in the areas of Information Theory, Signal
Processing Theory, and Communications Theory, and the ir application to
Communications and Networking systems, Biomedical systems, and Signal
Processing systems. Awards he has rece ived recently include Top 50 R&D
Achievements of Fundamental Research in 20 13 (National Research Foundation),
Top 10 0 National R&D Research Award in 20 12 (the Ministry of Science , ICT and
Future Planning) and This Month Scientist/ Enginee r Award (National Research
Foundation) in J anuary 20 14. He was the Director of Electrical Enginee ring and
Compute r Science within GIST College in 20 14. Administrative positions he has he ld
at GIST include the Dean of Research and the Director of GIST Research Institute .

Short Bio of Dr. Heung-No Lee



Talk t oday

 This talk shall focus on the open public blockchains
but not on the private blockchains. 

 Blockchain Ideals
 Reality
 Future
 Summary



Bit coin, What  it  is?
 A global computer network run by people which mints coins every 10

minutes.



Bit coin’s Ideals

 Since born in 2009, bitcoin has never been stopped breathing and alive currency system.

 Global digital currency works beyond national boundaries.

 It  was the t ime when trust on the banks and governments were severely degraded.

 Ideals around bitcoin are 
Decentralization 
Reforming Wall Street
Unbundling big corporations
Reducing inequality
Sharing economy



Et hereum’s Ideals 

 Ethereum network allows not only coin TXs, but also doc f iles and computer codes.

 A decentralized app (Dapp) runs a front end code ; a backend code  runs in the E Net .
 Cf) For an app, the  backend code  is running on a centralized server.

 Compute r codes can a re flect lawful contract among people .
 A smart contract 
 Compute r codes can be  executed and advanced to the  next stage  each time  a 

contractual te rm matures.

 Decentralized autonomous organization has its bylaw written in the  smart contract. 
 The  organization spend tokens and make  governance  decisions w.r.t . smart contracts. 

 Lex Cryptographia!
 Uprooting capitalism and democracy for a just society! 



Blockchain Reality



Blockchain Core (Program Suite)

Network of peers 
● Node registration, get-address, give-address
● Full nodes, light nodes, wallet nodes
Wallet for TX generations
● Make private and public keys, addresses, store UTXOs, make TXs, put signatures, announce TXs 

to the neighbor, check to see if TXs are supported by the blockchain.  
Miners guard the blockchain
● Data: Genesis block, regular blocks, one block every 10 min, block-size 1Mbyte 
● Protocol: consensus, block header, difficulty level adjustment, …
● Mining: Get the longest chain, validate it and all transactions within it, get transactions from 

mempool and form a block, run SHA repeatedly until you hit a good hash, put the proof into the 
block header, and attach the proofed block to the longest chain, and make announcement ASAP.  

Web server interface
● Communication among the nodes, wallets and the miners

Program Suite
● C++, Python, Go, Java, Flask, http
● Download and run into  your computer, then you have a blockchain server. 
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Blockchain after-all is an open computer server network.

● A digital ledger in which the content of TXs is recorded right away as soon as they occur. 
● A technology which keeps what’s recorded in its original forms.

● What to record in the distributed ledger?

○ Coin transactions (Bitcoin)  crypto currencies and tokens
○ Important content  public record house
○ Computer code and execution  code executing computer

● Blockchain is a distributed server network
○ Computers can run various App’s and thus support various services. 

● Decentralization: Getting rid of middleman  But we all need to do some work and contribute!

● Incentivization with cryptocurrency
○ Decentralized cooperation, trust by decentralization, born of coin economy!
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Realit y
● Re-centralized: a few mining sites dominate!
● Scalability Trilemma: if  aiming to increase TSP, you shall give up either 

security or decentralization!
● Not even just: a few people are predominant in shares of  coins. 
● No killer DApps as of  yet, why?
● 98% of ICOs in 2018 turns out to be scams or at least did not deliver 

what’s promised! 
● Crypto-exchanges are full of  pump&dump and insider trades!
● Smart contracts is one and a lawful contract is another!



Fut ure of  blockchains

● No more easy funding, at least not only with a white paper!
● White papers are not peer reviewed nor validated are the 

ideas!
● Investors’ expectation shall not be wasted. It  is lucky to have 

many investors st ill very conf ident with the potentials of  
blockchain and cryptocurrencies.

● Blockchains are af ter all games of  gathering autonomous 
people with a common interest who are willing to give their 
funds, talents, computing power and t ime for making the 
society a better place to live than before.
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Blockchain Immut abilit y? Where is it  f rom?
 What is blockchain?

Series of blocks containing Txs and time-stamp?

 What happens when any alteration is made?
 What if there is no Proof-of-Work (PoW) attached?



Two novel approaches t o resolve t he issues 
of  re-cent ralizat ion and Trilemma!

● Error-correction code base proof-of-work

○ This is to have the re-centralized blockchain networks decentralized again!

● Novel prof itable double spending (DS) attack analysis

○ It  is well known that one needs to have at least 51% of whole network’s computing 
power for launching a successful DS attack. 

○ Our analysis shows that DS attacks are possible even under 50% computing power. 



Propert ies of  Proof -of -Work (PoW)

 The proof of work is used to keep the ledger unalterable. It is the proof that all in the network worked
together. For one to redo all the work done, it shall take the same amount of t ime spent.

 Propert ies of proof-of-work
P1: Easy to verify but dif f icult to prove
P2: Robust to detecting block modif ication attacks
P3: Controllable in changing the dif f iculty level
P4: Open to anyone with a CPU



What  is a Hash Funct ion?
 Bitcoin uses SHA256 (NIST, USA)

Input to the hash function is a text message or a f ile.
Output of the hash function is 256 bit string.

 Condit ions for Good Hash Function
(One way) With any change in input, output is completely dif ferent.
(Collision free) Given y = H(x), f inding x1such that H(x1) = y shall be almost impossible!
(Collision free stronger) Finding an input pair x and x1 which leads to H(x) = H(x1) shall be almost
impossible!
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Digest of  input Collision possible but never observable



What  is Mining? Finding a good block summary!

 Let H(*) be the Hash Function.

 Function F takes an input x and gives output y =
F(x).

 F(block) = block summary

 (Proof-of-Work) Finding a nonce which produces a
block summary meeting a goodness requirement:

F(block, nonce) < a certain value  (PoW).

 Given a block, f inding a nonce which satisf ies the
PoW inequality takes many hash cycles.

 Once nonce found, recording it in the block heade r
comple tes the process of PoW.

There  are  20  balls in total and 2 white  balls.

What is the  probability to se lect a white  ball?

Output of the  function



What  is t he probabilit y a cpu solves (PoW) in a single 
cycle, requir ing t he f irst  f our st r ings be zeros?

 An ordinary hash value
2d711642b726b04401627ca9fbac32f5c8
530fb1903cc4db02258717921a4881

 An extraordinary hash value with the
f irst four digits are 0s

0000f727854b50bb95c054b39c1fe5c9
2e5ebcfa4bcd5dc279f56aa96a365e5a

{ }
8 000 000

 is a message up to 1 Mbyte in size
2
x x=

= , ,

:X; :
X

{ }
256

 is a 256bit string
2
y y=

=

:Y; :
Y

c = the  se t of any hash values 
= 2256

a = the  se t of wanted hash values
= 2(256 – 16) = 2240

P1 = a/ c  = 2-16

= 1/ 216 ~ 1/ 640 0 0  



PoW and mining success

nonce
Prev. digest

SHA256 
Hash

Function

256 bit digest

Nonce =+ Counter

A general hash
2d711642b726b04401627ca9fbac32f5c8
530fb1903cc4db02258717921a4881

A good hash
0000f727854b50bb95c054b39c1fe5c9
2e5ebcfa4bcb5dc279f 56aa96a365e5a

 Record t he nonce (PoW complet ed)

Good?

No

Yes

 Changeable  difficulty: At least  d  = 16 leading ze ro bits.
 Repeat the  cycle  until a good hash has been found.
 A node  which has found a nonce  that re turns a good hash, records the  nonce  and comple tes the  PoW.
 This node  has the  right to mint a given amount of coin as a reward for the  work.  (Mining coins as reward 

for work) .



Bit coin Dif f icult y

 Simply put it  is the number of  leading zeros Nz
to f ind a good hash.

Today, Nz = 74
Dif f iculty = 2^74 = 18 e 21  = 18 zeta hashes  

 When there are more miners who joined the 
mining network, the t ime to mine a single 
block gets shortened. 

 Then, the dif f iculty level is increased. 

 Then, Nz is increased to have the average t ime 
to mine a single block f ixed to 10 min.

 Today, it  is about 25 exa hashes/ sec. 

Source : https:/ / bitcoinwisdom.com/ bitcoin/ dif f iculty

https://bitcoinwisdom.com/bitcoin/difficulty


Trust  enabled by blockchain

 Immutable recording of  transactions and openness for reference give conf idence to all the part ies who are 
with f ree will rat ionally involved in transactions.

 What’s recorded in blockchain can be trusted by everyone involved in transactions for the integrity of  its 
content even af ter quite some t ime has passed since the moment it  was generated.  



PoW is f undament al t o dat a immut abilit y of  blockchain.

 How long does it  take to mine a block alone? 
For one AntMiner machine, it  would take 16 years.
But, with more than 1 million miners working together, it  will take 10 minutes on the average to mine a 
single block.  

 The nonce is thus the proof that the network of  1 million miners have worked together to forge a block.  

 The content is scribed into the blockchain which thus cannot be altered easily.



But the current bitcoin ne twork is re -centralized.
 Today, ming mogules investing heavily on state -of- the art ASIC miners

appear.
 The bitcoin ne twork is le ft with only handful of these mogules.
 This shows the current bitcoin ne twork is centralized, leading to that the

immuntability of the blockchain lie s at the had of a few peope .



Energy spending f or bit coin mining exceeds energy 
consumpt ion of  a count ry
 According to Bitcoin analysis blog Digiconomist, energy consumed by Bit coin mining now exceeds

what is used by count r ies like Ireland, Hungary, Oman, and Lebanon. Bitcoin uses about as much
power as the entire country of Morocco and slight ly less than Bulgaria. If Bitcoin were a country, it would
have the 61st highest energy consumption. However, this only covers miners. It does not include any power
consumed by Bitcoin-enabled devices like vending machines and ATMs.

https://www.extremetech.com/tag/bitcoin
https://digiconomist.net/bitcoin-energy-consumption


Revenue f rom Mining vs. Energy Cost

Hardware 
acceleration 
is the culprit 
of high 
energy cost
and re-
centralization.  



Bit coin, re-cent ralized?

 Provided any one of mining moguls decided to change his posit ion to play attack, for whatever motivation
the person might have, the person already has the power to do so.

 Blockchain stays no longer immutable and the public trust established to blockchain has eroded.



Summary of  alt ernat ives t o Proof -of -Work

PoW
(Proof -of -

Work)

PoS
(Proof -of -

St ake)

DPoS
(Delegat ed 

PoS)

• Strong security 
- Dif f icult  to produce
- Easy to verify 

Pros Cons Coins wit hin t op 50  rank

• Extreme computing power
• 51% attacks
• Transaction speed /  Transaction 

throughput

• Energy & hardware ef f iciency
• Much more expensive 51% attacks

• Recentralization
• The rich-get- richer 
• “Noting at stake” problem

• Scalability and speed
• Energy & hardware ef f iciency
• Encouraging good behavior by real-

t ime voting

• Recentralization
• DDoS attacks

PoA
(Proof -of -
Act ivit y)

• Much more expensive 51% attacks
• Decentralization
- Validators are randomly selected.

• Recentralization
• Extreme computing power
• The rich-get- richer



Busan

Current  PoWs have no ASIC resist ance.
 PoWs be low are proposed to prevent the advent of the devices.

1. Ethash algorithm which uses directed acyclic graphs (DAG).
2. Both X1n and Scripts use multiple SHA functions.

 They were e ffective in the past , but failed to prevent ASIC devices.
This failure is due to no enough variations on crypto puzzles.



Directed Acyclic Graphs (Ethereum)

 The output of each hash function is mixed with a page
fe tched from DAG.

 No one knows apriori which page has to be fe tched from
DAG until the output of SHA is provided.

 Limited bandwidth is a bott leneck for deve loping ASIC
devices.

 But, news has been re leased to advertise ASIC devices
for this e thash hashing algorithm.

https:/ / www.coindesk.com/ a-new-line-of-powerful-asic-miners- is-
coming- to-e the reum
https:/ / cointe legraph.com/ news/ bitmain- re leases-e thash-asic-
miners

Source  : https:/ / www.slideshare .ne t/ dongsamb/ e thash-
e the reum-pow-algorithm

https://www.coindesk.com/a-new-line-of-powerful-asic-miners-is-coming-to-ethereum


Multiple SHA functions (Dash)

 X1n uses a fixed sequence of 1n diffe rent hash
functions where the output of one becomes
the input of the next. But, the orde r is fixed.

 No way for preventing the advent of ASICs.

Source : https:/ / ge tpimp.org/ what-are -all-
these -x11-x13-x15-algorithms-made-of/

The Antminer D3 from Bitmain Read more: Best Dash
Mining Hardware - Antminer D3 Review | 99Bitcoins

https://99bitcoins.com/antminer-d3-review-dash-asic-miner-x11/


Scripts (Lbry)

 Lbry sequentially uses a mix of SHA512, SHA256 and RIPEMD.
 ASIC devices for Lbry were already deve loped.

Source : https:/ / github.com/ lbryio/ lbrycrd/ blob/ maste r/ src / hash.cpp



Needs new t ime-variant  PoW
 ASICs become viable if the crypto puzzle is f ixed.

 To make ASICs non-viable, our solution is to make many crypto
puzzles and the issuance of puzzle time-variant!.

 We call our solution ECCPoW because it is a result of combination of
Error Correction Coding (ECC) with PoW.



Item to conside r a new PoW!

 A new puzzle gene ration system is capable of varying puzzle s from block
to block with the following propertie s:

P1: Easy to ve rify but difficult to prove
P2: Robust to de tect block modification attacks
P3: Controllable in changing the difficulty leve l
P4: Open to anyone with a CPU
P5: Unfixed and changeable from block to block

 The re -centralized problem can be resolved thanks to P5.



A proposed Error Correct ion Codes PoW (ECCPoW)

 There are many one-way functions in Inverse Problems such as Error Correction Codes, Sparse-Signal
Recovery, Space-Time Coding, Sphere-Decoding, Digital Communications Receiver algorithms.

 In these problems, encoding is easy but decoding is t ime-consuming!

 We combine a Error Correcting Code framework with SHA-xxx.

 The decision of mining success is made with the output of the above decoder.

Nonce generator
(incremental or 

random)

SHA-xxx
functionInput of 

SHA-xxx
Output of 
SHA-xxx

Decoder in the 
Error Cording 

Code Framework Output of 
decoder



Impact  of  innovat ion

 Bitcoin system is most stable, secure, and immutable coin systems, which has run successfully so far during
the past 10 years. (Similar argument holds true for Ethereum as well)

 We can create an unlimited number of Bitcoin (or Ethereum) systems using the proposit ion.

 Thousands of Bitcoin systems can resolve the scalability issues such as
Transaction speed (TXs/ sec)

 This can be done without sacrif icing the other advantages of Bitcoin system such as immutability and
decentralization.

 The invention is the key part in any open public blockchain.

 Any public blockchain can take the same set of benef its equipped with the proposed ECCPoW.



The proposed invent ion

 There are many inverse problems which can be used in cryptocurrency mining problems.

 In the context of Error Correction Coding, there is an encoder-decoder pair separated by a channel.
Encoding is easily made with relat ively lit t le computation.
Decoding is typically t ime-consuming with more computation.

 There are various ways to control the dif f iculty level.

 For example, the dif f iculty level of decoding can be varied by the size of the block code, the rate of the
code, and the constraints on the input.



Block code

 A block code C(N, Rate , G, F, ENC, DEC, GF(q)) is we ll de fined as a collec tion of codewords. When, q = 2, it
is a binary system.

 N is the dimension of the code (e .g. N = 512)
 Rate = (N – M)/ N is the rate of the code , where M < N.
 For example , with N = 10 24 and M = 256, Rate = 3/ 4.

 G is the Generator matrix with dimension N × (N – M).
 F is the Check matrix with dimension, M × N.
 G and F are orthogonal to each othe r, i.e ., FG = 0 .

 A message vector m is an (N – M) × 1vector.
 A codeword c , an N x 1 vector, is an e lement of the code and can be generated by multiplying a message

vector m to the Generator matrix G, i.e ., c = Gm .

 Galois Fie ld of size q, GF(q), is used for addit ion and multiplication operations and storage of numbers in the
system.



Block code, encoder and decoder

 ENC implies the encoder function, i.e., ENC takes the message vector m as the input and produces a
codeword vector corresponding to it, e.g. c = ENC(G, m).

 DEC implies the decoding function; DEC takes an arbitrary vector e and returns a closest codeword 𝐜𝐜 ̂ , i.e .,
𝐜𝐜 ̂ = DEC(F, e).

1( )MGF q ×∈s
( )M NGF q ×∈F

1( )NGF q ×∈e

Encoder : Given ,  find ( , )
ˆDecoder :  Given , find ( , )

Enc
Dec

=
=

e s e G
s c s F

s F
e

=
M N<



Decoder 

 DEC is to f ind a codeword 𝐜𝐜 ̂ most close to the input word e.
 For the concept of distance , the Hamming distance can be used.

For example , DH(e, 𝐜𝐜 ̂ ) = ||e – 𝐜𝐜 ̂ ||0 is the number of non-ze ro values in the (e – 𝐜𝐜 ̂ ) vector.

 There are many ways to find 𝐜𝐜 ̂ satisfying F𝐜𝐜 ̂ = 0 .

 We propose to use the message passing graph decoder for its exce llency in accuracy and superiority in
decoding speed.

This is to prevent a cheating attack in which a smart mine r comes up with a new decoder algorithm of his
own deve loped and outpaces the regular miners using the designated decoder. If this is allowed, a hidden
advantage goes to the smart miner.



Geomet r ical Explanat ions

DEC(   ) = 

2256 vectors

Rate ¼ code
= 264

Condit ion set
Nearest codeword
mapping of e to �̂�𝐜 .

�̂�𝐜 = e - 𝐜𝐜
is the sparse
error pattern. 



Diagram of  ECCPoW
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Generat e a Check Mat r ix

 Parameter set St = {ht-1, code parameters};
 GenCheckMatrix(St) = Ft
 Generate a check matrix Ft w.r.t . previous hash ht-1.
 Takes the previous hash ht-1as the input to this routine .
 That is, Ft changes from block to block.

Previous hash 
value

Generate  a check matrix
𝐅𝐅𝒕𝒕 ∈ {𝟎𝟎,𝟏𝟏}𝑀𝑀×𝑁𝑁 Ft



Pseudo Code of  t he Decoder

 Input:
 Hard decision of  a priori LLR:

 Iteration: repeat until converse
 Update variable- to-check node messages for t = 1, 2, …, N and     :

 Update  check- to-variable  node  messages for l = 1, 2, …, M and : 

 Output
 Hard decision of a poste riori LLR:  

[ ]t
aL t= e

2( )\
l t t l

t Q l t
L L ′→ →

′∈
= ⊕∑

( )1( )\
( ) 1t l t l t

al Q t l
L L L j′→ →

′∈
 = ⊕ − ∑

1( )l Q t∀ ∈

2( )t Q l∀ ∈

1( )
ˆ[ ]t l t l t

a l Q t
L L L j t′→ →

′∈
 = ⊕  ∑ c



Implement ed code in C



Verif iers
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Block re ject

Block heade r

Version, d ifficulty, 
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previous hash 
value  ....

Previous hash value

Diagram of  New Verif iers



New Funct ions in ECCPoW

 New functions
1. int **H = GenCheckMatrix(int n, int wc, int wr, 

int seed);
2. bool DEC(int **H, int *e, int n, int wc, int wr, 

int *c);
3. void Dec_Dif f iculty(int &n, int &wc, int &wr, 

int level);

 These functions are the key parts of  the proposed 
solution.

1. They are implemented in C++.
2. They are used to implement a mining 

routine

 An example of  mining
1. generate block header with zero nonce.
2. Dec_Dif f iculty(&n,&wc,&wr,dif f iculty)
3. Seed = f (phv)
4. H = GenCheckMatrix(n, wc, wr, seed)
5. nonce = nonce + 1
6. e = SHA256(version, t ime, dif f iculty, nonce, 

mtv)
7. f lag = DEC(H,e,n,wc,wr)
8. If  f lag == 0; go to step 4
9. Update chv and nonce.
10. Generate block and broadcast.



ECCPoW Hardfork

 New ECCPoW
A new structure of  the block header has been 
introduced and,
three new functions are also have been 
introduced. 

 We aim to link these functions to exist ing the 
blockchain. For example,

mining function, 
chain validation function,
consensus function and so on.

SHA-xxx

LDPC DECODER

Generate  H

H of size  
(n – n×wc/ wr) × n

Block hash of 
the  previous 

block

HTc = 0?

Message  Passing

c of size  n

Nonce
Generator

Nonce

Bloch Header

No

Yes

Block Generation & 
Broadcast

e of size  n

Implemented 
part s

Part s connected t o 
t he Blockchain.core for 

creat ing t he block 
header

Part s connected t o 
t he Blockchain.core

for generat ing & 
broadcast ing block



Impact  of  ECCPoW 1: 
It  is easier t o st art  a new blockchain net work. 

 A large blockchain network is stable and not easy to disrupt.

 Today there are mining equipment renting sites.
 A new borne blockchain network needs to grow, but newbies are much more vulnerable to 51% attacks.

 New blockchain networks with ECCPoW do not suf fer f rom such problems since there are no mining
equipment available for ECCPoW.



Impact  of  ECCPoW 2:
One can make mult iple blockchain net works
 It is easy to make a new blockchain with ECCPoW.

 Suppose hardforking a Bitcoin and an Ethereum with ECCPoW.
 Let us call them BitECC and EhterECC protocols.

 Make the f irst blockchain network by running EtherECC over a network (Pusan coin)
 Make the second blockchain network by running BitECC over other network (Gwangju coin)
 Make the third blockchain network by running EtherECC over another network (Seoul coin)
 Make the fourth blockchain network by running BitECC over yet another network (Korea coin)

 Each cryptocurrency is independent with its own genesis block and random start ing seed and can be
adjusted suf f icient ly strong for its regional requirement in the sense of scalability, security and
decentralization.

 These blockchains are inter-connected at the local, regional, and national, transnational level.



Impact  of  ECCPoW 3:
Resolving t he Scalabilit y Tr ilemma
 Trilemma by V. Buterin is well known: Only up to two out of the three virtues such as Scalibility, 

Decentralization and Security can be achieved simultaneously. 

 With ECC, each blockchain is already very strong in decentralization. 
 Each EEC blockchain is f lexible enough to provide various sett ings of  transaction speeds and security levels.

 Campus ECC blockchain networks can be set to work very fast allowing up to 100s of  thousands of  TXs per 
second since the delay of  the underlying communications network is very small. 

 Regional ECC blockchain networks can be set to work fast, i.e. allowing up to 10s of  thousands of  TXs per sec. 
 National ECC blockchain networks can be set suf f iciently fast for covering inter- regional transactions.  
 Transnational ECC blockchain networks shall be set to work slow due to large delays.

 All these blockchains started up with its own seed and decentralized levels are mutually independent and
each one can be set to work at the required level of security and speed to serve its purpose.

 All these ECC blockchains can be inter-connected via distributed value-exchange ne tworks.
 The connected ECC blockchains can be named the ECC Blockchain Inte rnational.
 ECC Blockchain International as a whole can resolve the Scalility Trilemma.



Impact  of  ECCPoW 4:
It  is safe t o use a t ime-proven blockchain prot ocol.
 Bitcoin protocol has withstood the tough test of t ime.
 Thus, the networking part and the wallet part are robust enough.

 PoW is problem. Yes.
 But it is not the problem of PoW.
 It is the f ixedness of the PoW puzzle.

 ECCPoW puzzles can be made to vary over t ime.

 The problematic consensus part with a f ixed PoW can be replaced with the new ECC PoW consensus.



Impact  of  ECCPoW 5:
The complexit y of  ECCPoW puzzles can be set  t o grow very 
large; t hus t he cost  f or hardware accelerat ion is boundless.

 ECCPoW is a computer algorithm!
 Thus it is not impossible to f ind a hardware acceleration solution for it .

 ECCPoW puzzle can be represented as a randomly connected bipart ite graph.
 In order to parallelize the algorithm, more memory and computation resource need to be allocated.
 The size of ECCPoW puzzle can grow very large.
 As the size of the puzzle grows, the more needed is the memory and computation resource.
 With ECCPoW puzzles, therefore, one can easily deter the emergence of hardware acceleration solution.

 Deterrence to hardware acceleration of fers a blockchain network with small power consumption
requirement.



Development  Schedule

● Open research platform
○ Source codes github uploaded
○ Open development 

● 2019 plan
○ ECCPoW 0.5 Version
○ Ethereum and Bitcoin Hardforks with ECCPoW 0.5v
○ Develop them into Ethereum ECCPoW 1.0v and Bitcoin ECCPow 1.0v

● 2020 plan 
○ Network growth at least by 10,000 nodes worldwide
○ Co-working with Bitcoin and Ethereum communit ies



Concluding Remarks

 PoW is  fundamenta l for blockcha ins immutability. 

 You put PoW to a  block, you ge t the  benefit of da ta  immutability. 

 Recentra liza tion is sue  is  problem due  to fixeness of PoW puzzles , not due  to PoW itse lf.

 Trilemma by V. Buterin is  well known. Only up to two out of the  three  virtues  such as  Security, 
Decentra liza tion and Security can be  achieved s imultaneous ly.

 Flexible  puzzles  enabled by ECCPoW can resolve  the  recentra liza tion problem; PoW has  shown to be  the  
mos t secure .   

 Multiple  layers  of ECCPoW blockcha ins can opera te  s imultaneous ly resolving the  is sues  of sca lability and 
thus  breaking the  trilemma.

 ECCPoW blockcha ins can play a  crucia l role  in ushering in the  idea ls  of blockcha ins and advance  our 
socie ty to the  next leve l!



 Thank you!

Q&A

We are looking for people to join us. 


	슬라이드 번호 1
	슬라이드 번호 2
	슬라이드 번호 3
	슬라이드 번호 4
	슬라이드 번호 5
	슬라이드 번호 6
	슬라이드 번호 7
	Blockchain Reality
	Blockchain Core (Program Suite)
	Blockchain after-all is an open computer server network.
	슬라이드 번호 11
	Reality
	Future of blockchains
	슬라이드 번호 14
	Two novel approaches to resolve the issues of re-centralization and Trilemma!
	슬라이드 번호 16
	슬라이드 번호 17
	슬라이드 번호 18
	슬라이드 번호 19
	슬라이드 번호 20
	슬라이드 번호 21
	슬라이드 번호 22
	슬라이드 번호 23
	슬라이드 번호 24
	슬라이드 번호 25
	슬라이드 번호 26
	슬라이드 번호 27
	슬라이드 번호 28
	슬라이드 번호 29
	슬라이드 번호 30
	슬라이드 번호 31
	슬라이드 번호 32
	슬라이드 번호 33
	슬라이드 번호 34
	슬라이드 번호 35
	슬라이드 번호 36
	슬라이드 번호 37
	슬라이드 번호 38
	슬라이드 번호 39
	슬라이드 번호 40
	슬라이드 번호 41
	슬라이드 번호 42
	슬라이드 번호 43
	슬라이드 번호 44
	슬라이드 번호 45
	슬라이드 번호 46
	슬라이드 번호 47
	슬라이드 번호 48
	슬라이드 번호 49
	슬라이드 번호 50
	슬라이드 번호 51
	슬라이드 번호 52
	슬라이드 번호 53
	Development Schedule
	Concluding Remarks
	슬라이드 번호 56

